


 

Page 2 of 9 
 

Contents 

1. Bosco Catholic Education Trust Mission Statement ................................................................................................ 3 

2. Introduction ............................................................................................................................................................. 3 

3. Introducing the Policy to Pupils ............................................................................................................................... 3 

4. Parents and E-Safety................................................................................................................................................ 3 

5. Pupils’ Rules for Acceptable Internet Use ............................................................................................................... 4 

6. Responding to Unacceptable Internet Use by Pupils .............................................................................................. 4 

7. Useful Resources ..................................................................................................................................................... 4 

8. Appendix 1 – Example KS1 & 2 e-Safety Agreement............................................................................................... 5 

9. Appendix 2 – Example EYFS e-Safety Agreement ................................................................................................... 6 

10. Appendix 3 – Example Letter home 1 ..................................................................................................................... 7 

11. Appendix 3 – Example Letter home 2 ..................................................................................................................... 8 

 

 

  





 

Page 4 of 9 
 

5. Pupils’ Rules for Acceptable Internet Use  

Educational use of the Internet is characterised by activities that provide children with appropriate learning 

experiences.  

Clear rules which help children develop a responsible attitude to the use of the Internet have been devised.  

Clear expectations and rules regarding use of the Internet will be explained to all classes.  

Children should be encouraged to choose strong (hard to guess) passwords to ensure no unauthorised 

http://www.kidsmart.org.uk/
http://www.iwf.org.uk/
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8. Appendix 1 – Suggested KS1 & 2 e-Safety Agreement 

KS1 & 2 e-Safety Agreement 

 
✓ I will respect the technology on offer by using it safely and appropriately.  

✓ I will not deliberately seek out inappropriate websites. 

✓ I will report any unpleasant material to a member of staff immediately to 

help protect other pupils and myself.  

✓ I will not download/install program files. 

✓ I will ask permission before completing and sending forms/emails.  

✓ I will be polite and respect others when communicating over the Internet.  

✓ I will not give out any personal information over the Internet. 

✓ I will not share my login details with others nor ask or seek to find out 

others.  

✓ I understand that the school may check my computer files, messages and 

monitor the sites I visit, to keep us safe. 
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10. Appendix 3 –Letter home – example 1 

 

Dear Parent / Carer, 

 

Discussing Internet & e-Safety with your Child 
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Location  

o Locate your computer in a supervised family area. Always supervise the use of 

webcams in and applications which allow voice or video chat. Consider your child’s 

use of other devices that allow internet access such as Mobile Phones and Games 

Consoles.  

Dialogue       

o Talk to your child and ask them to show or even teach you how they use the 

internet, learn which websites or tools they like to use and why. Learning together 

can often open opportunities to discuss safe behaviour with your child.  

o Always ensure your child knows how to block or report people online who send 

nasty or inappropriate messages or content. Encourage your child not to retaliate 

or reply.  

o Make sure your child knows to tell an adult they trust if they see something online 

that makes them feel scared, worried or uncomfortable.  

o It’s essential to be realistic - banning the internet or technology will not work and 

it often makes a child less likely to report a problem. Education around safe use is 

essential.  

Websites for more information:  
 
www.thinkuknow.co.uk  – Visit the “Parent/Carer” Section and use the “Click 
CEOP” button to seek advice and report online abuse  
 
www.childnet.com   – Visit the ‘Know It All’ Section for an interactive guide about 
online safety  
 
www.getsafeonline.org – Free up-to-date Security advice  
 
http://clickcleverclicksafe.direct.gov.uk – Click Clever Click Safe Campaign  
 
www.bbc.co.uk/onlinesafety  
 
www.cybermentors.org.uk – Online support for children  
 
If you need any advice or support, please don’t hesitate to get in touch. 
   
Thank you for your cooperation,   
 
Yours sincerely, 

http://www.thinkuknow.co.uk/
http://www.thinkuknow.co.uk/
http://www.childnet.com/
http://www.childnet.com/
http://www.getsafeonline.org/
http://www.getsafeonline.org/
http://clickcleverclicksafe.direct.gov.uk/
http://clickcleverclicksafe.direct.gov.uk/
http://www.bbc.co.uk/onlinesafety
http://www.bbc.co.uk/onlinesafety
http://www.cybermentors.org.uk/
http://www.cybermentors.org.uk/
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